**7:31 AM (PDT) 2022-10-19**

**Call to Order:** 0732

**Meeting Lead:** Joshua BRICKMAN

**Attendees:** 14

**Member Count:** 66

**Next CCitC Meeting:** Wednesday October 26th, 2022

**Next Trusted Provider   
Sub-Group Meeting:** Wednesday November 2nd, 2022

**Highlights:**

~

**Old Business:**

~

**New Business:**

* Tyrone Stodart proposed a new idea for the direction of the group
  + Assess what a PP’s definition of a platform is and what it’s asking for in terms of security functionality. Also looking at the Security Problem Definition to gain an understanding of the threats, assumptions, and how platforms are addressed in a PP, what the platform delivers, and how the TOE might rely on it for certain functionality.
  + Further discussion around how we can leverage existing PP’s and what we as a group need to consider to satisfy a PP’s requirements but within a cloud environment.
  + The group agreed that the exercise of mapping PP requirements to cloud environments should nominally be easy. Understanding dependencies between the TOE and the platform (eg crypto.) will require more thought.
    - Andy Nissen pointed out the fact that because crypto is hardware reliant (especially within the context of CAVP), there is no immediately reliable way to map to hardware in the cloud.
* Discussion around what PP’s may be relevant to analyze the requirements of.
  + Greg Youst pointed out that some vendors opt to not be listed publicly as “in-eval”, therefore some applicable PP’s may appear to be underutilized.

**Questions/Follow-ups:**

* Josh to work with Tyrone to put a brief, high-level presentation together to present the work completed so far to the broader CCitC group at the next meeting.

***End of Meeting – Adjourned 0850 PDT***